**Stajyerler İçin Aydınlatma Metni**

Sistaş Sayısal İletişim Sanayi ve Ticaret A.Ş olarak kişisel verilerinizin işlenmesinde ve muhafaza edilmesinde 6698 sayılı “Kişisel Verilerin Korunması Kanunu”na (KVKK) uygun davranılmasına azami hassasiyet göstermekteyiz. Bu nedenle ilgili Kanunun 10. maddesinin gereği olmak üzere kişisel verilerinizi aşağıda açıklandığı şekilde ve mevzuatın çizdiği sınırlar çerçevesinde işlemekte olduğumuzu bilgilerinize sunarız.

**1. Veri Sorumlusu**

KVKK uyarınca, kişisel verileriniz; veri sorumlusu olarak Sistaş Sayısal İletişim Sanayi ve Ticaret A.Ş tarafından aşağıda açıklanan kapsam ve sınırlarda işlenebilecektir.

**2. Kişisel Verilerin Hangi Amaçla İşleneceği**

Kişisel verilerin işlenme şartları başlığını taşıyan KVKK md.5’e göre, kural olarak kişisel veriler ilgili kişinin açık rızası olmaksızın işlenemez.  Ancak aşağıdaki şartlardan birinin varlığı hâlinde, ilgili kişinin açık rızası aranmaksızın kişisel verilerinin işlenmesi mümkündür:

· Kanunlarda açıkça öngörülmesi.

· Fiili imkânsızlık nedeniyle rızasını açıklayamayacak durumda bulunan veya rızasına hukuki geçerlilik tanınmayan kişinin kendisinin ya da bir başkasının hayatı veya beden bütünlüğünün korunması için zorunlu olması.

· Bir sözleşmenin kurulması veya ifasıyla doğrudan doğruya ilgili olması kaydıyla, sözleşmenin taraflarına ait kişisel verilerin işlenmesinin gerekli olması.

· Veri sorumlusunun hukuki yükümlülüğünü yerine getirebilmesi için zorunlu olması.

· İlgili kişinin kendisi tarafından alenileştirilmiş olması.

· Bir hakkın tesisi, kullanılması veya korunması için veri işlemenin zorunlu olması.

· İlgili kişinin temel hak ve özgürlüklerine zarar vermemek kaydıyla, veri sorumlusunun meşru menfaatleri için veri işlenmesinin zorunlu olması.

Özel nitelikli kişisel verilerin işlenme şartları başlığını taşıyan KVKK m.6’ya göre, kişilerin ırkı, etnik kökeni, siyasi düşüncesi, felsefi inancı, dini, mezhebi veya diğer inançları, kılık ve kıyafeti, dernek, vakıf ya da sendika üyeliği, sağlığı, cinsel hayatı, ceza mahkûmiyeti ve güvenlik tedbirleriyle ilgili verileri ile biyometrik ve genetik verileri özel nitelikli kişisel veridir. Kural olarak özel nitelikli kişisel verilerin, ilgilinin açık rızası olmaksızın işlenmesi yasaktır. Ancak, yukarıda belirtilen sağlık ve cinsel hayat dışındaki özel nitelikli kişisel veriler de kanunlarda öngörülen hâllerde ilgili kişinin açık rızası aranmaksızın işlenebilir. Siz stajyerlerimizden alınan sağlık verileri yukarıda açıklanan kapsamda “özel nitelikli kişisel veri” kategorisinde kalmaktadır.

Kişisel verileriniz Şirketimiz tarafından yukarıda belirtilen KVKK’nın 5. ve 6. maddelerinde belirtilen kişisel veri işleme şartları dahilinde ve aşağıda sıralanan amaçlarla işlenebilecektir:

* Kişisel verileriniz; Sosyal Sigortalar ve Genel Sağlık Sigortası Kanunu, İş Kanunu, Mesleki Eğitim Kanunu ve ilgili diğer mevzuatla Şirketimize yüklenen yasal yükümlülüklerin ifası,
* Şirketimiz ile iş ilişkisi içerisinde olan kişilerin hukuki ve ticari güvenliğinin temini,
* Yapılan sözleşmelerin Şirket tarafından ifa edilmesi gerekliliği, faaliyet süreçlerinin belirlenmesi ve uygulanması,
* Şirketimizin iş sağlığı ve güvenliğini sağlama ve geliştirmeye ilişkin yükümlülüklerinin yerine getirilmesi,
* Acil durum listelerinin oluşturulması ve acil durum operasyonlarının yürütülmesi,
* Acil durum analiz raporlarının oluşturulması, iş kazası halinde gerekli faaliyetlerin icrası,
* İşyeri hekiminden sağlık raporu elde edilmesine bağlı süreçlerin yürütülmesi,
* Tespit edilen sağlık durumuna göre pozisyon değişikliklerinin yapılması ve bu yolla uygun olan iş pozisyonlarının sağlanması,
* Şirket insan kaynakları politikalarının yürütülmesi,
* Şirketimiz ile stajyerlerimiz arasındaki hukuki ilişki doğrultusunda, etkili çalışan/stajyer yönetiminin sürdürülmesi ve geliştirilmesi,
* Özlük/şahsi dosyasının oluşturulması,
* Şirketimizin sair mevzuattan doğan yükümlülüklerini yerine getirmesini temini kapsamında, kamu kurumlarına bildirim yapılması amacıyla özelliklerinize göre gruplandırmaların yapılması,
* Performans değerlendirme süreçlerinin yürütülmesi,
* Şirket araçları ile yapılan görevler sırasında çalışanların/stajyerlerin ve üçüncü kişilerin fiziki ve hukuki güvenliğin sağlanması,

**3. İşlenen Kişisel Verilerin Kimlere ve Hangi Amaçla Aktarılabileceği**

Kişisel verilerin aktarılması başlığını taşıyan KVKK m.8’e göre, kişisel veriler, ilgili kişinin açık rızası olmaksızın aktarılamaz.

Kişisel veriler; kişisel veri sahibinin açık rızası aranmaksızın işlenebildiği hallerde açık rıza aranmaksızın üçüncü kişilere de aktarılabilir. Aynı şekilde yeterli önlemler alınmak kaydıyla, sağlık ve cinsel hayat dışındaki özel nitelikli kişisel veriler de kanunlarda öngörülen hâllerde ilgili kişinin açık rızası aranmaksızın aktarılabilir. Sağlık ve cinsel hayata ilişkin kişisel veriler ise ancak kamu sağlığının korunması, koruyucu hekimlik, tıbbî teşhis, tedavi ve bakım hizmetlerinin yürütülmesi, sağlık hizmetleri ile finansmanının planlanması ve yönetimi amacıyla, sır saklama yükümlülüğü altında bulunan kişiler veya yetkili kurum ve kuruluşlar tarafından ilgilinin açık rızası aranmaksızın aktarılabilir.

Kişisel verilerin aktarılmasına ilişkin diğer kanunlarda yer alan hükümler saklıdır.

Kişisel verilerin yurt dışına aktarılması başlığını taşıyan KVKK’nın md. 9’a göre, kişisel veriler, kural olarak ilgili kişinin açık rızası olmaksızın yurt dışına aktarılamaz. Ancak kişisel veriler, kişisel verilerin açık rızası aranmaksızın işlenebildiği hallerde üçüncü kişilere de aktarılabilir. Aynı şekilde yeterli önlemler alınmak kaydıyla, sağlık ve cinsel hayat dışındaki özel nitelikli kişisel veriler, kanunlarda öngörülen hâllerde ilgili kişinin açık rızası aranmaksızın yurt dışına aktarılabilir. Sağlık ve cinsel hayata ilişkin kişisel veriler ise ancak kamu sağlığının korunması, koruyucu hekimlik, tıbbî teşhis, tedavi ve bakım hizmetlerinin yürütülmesi, sağlık hizmetleri ile finansmanının planlanması ve yönetimi amacıyla, sır saklama yükümlülüğü altında bulunan kişiler veya yetkili kurum ve kuruluşlar tarafından ilgilinin açık rızası aranmaksızın yurt dışına aktarılabilir. Özel nitelikli kişisel verilerin yurt dışına aktarılabilmesi için ayrıca

· Yeterli korumanın bulunması,

· Yeterli korumanın bulunmaması durumunda Türkiye’deki ve ilgili yabancı ülkedeki veri sorumlularının yeterli bir korumayı yazılı olarak taahhüt etmeleri ve Kurulun izninin bulunması, kaydıyla ilgili kişinin açık rızası aranmaksızın yurt dışına aktarılabilir.

Yeterli korumanın bulunduğu ülkeler Kurulca belirlenerek ilan edilir

Kişisel verilerin yurt dışına aktarılmasına ilişkin diğer kanunlarda yer alan hükümler saklıdır.

Yukarıda belirtilen düzenlemelere uygun olarak işlenen kişisel verileriniz;

Stajyerlik uygulamasının amaçları doğrultusunda, etkili çalışan/stajyer yönetiminin sürdürülmesi ve geliştirilmesi, şirketimizin akdettiği sözleşmelerden doğan yükümlülüklerin yerine getirilmesi amaçlarıyla gerektiği ölçüde müşteri ve tedarikçilere; iş güvenliğinin sağlanması ve çalışma alanımızla ilgili yasal düzenlemeler, KVKK ve diğer mevzuat hükümlerinin zorunlu kıldığı kurum veya kuruluşlara; Şirket olarak faaliyetlerimizi yürütmek üzere sözleşme ile hizmet aldığımız, işbirliği yaptığımız kurum ve kuruluşlara, sözleşmenin ifası için gerekli olduğu ölçüde KVKK’nın 8. ve 9. maddelerinde belirtilen kişisel veri işleme şartları ve amaçları ile sınırlı olarak aktarılabilecektir.

**4. Kişisel Veri İşlemenin Yöntemi ve Hukuki Sebebi**

Siz stajyerlerimize ait staj dosyası kapsamında kalan kişisel verilerin temini ve saklanması, işverenin stajyerlerine ait staj dosyası tanzim ve muhafaza sorumluluğu kapsamında Mesleki Eğitim Kanunu ve ilgili mevzuatla yüklenmiş bir görev olduğundan, KVKK md.5/2-a’da ifadesini bulan “kanunda açıkça öngörülmesi” hukuksal nedenine dayanmaktadır.

Diğer kişisel verilerinizin yanında, özel nitelikteki kişisel verilerinizin işlenmesi için mutlaka açık rızanız gereklidir. Diğer taraftan bu veriler yukarıda işaret edilen “staj dosyasında bulunması zorunlu içerik” kapsamında kaldığından, stajyerler bakımından bu açık rıza, sadece “bilgilendirme yükümlülüğünün ifası” olarak nitelenebilecektir. Başka bir deyişle, bu kişisel verilerin işlenmesi kanunla öngörülmüş bir zorunluluğa dayandığından, ilgili kişi olarak stajyerin açık rıza metnini imzadan imtina etmesi, kişisel verilerin işlenmemesini gerektirmeyecektir.

Staj dosyası kapsamı dışında kalan kişisel verileriniz ise, staj yeri/stajyer ilişkisine konu edimlerin karşılıklı olarak gerekli olduğu şekilde ifa edilmesini temin amacına hizmet ettiğinden KVKK md.5/2-c’de “Bir sözleşmenin kurulması veya ifasıyla doğrudan doğruya ilgili olması kaydıyla, sözleşmenin taraflarına ait kişisel verilerin işlenmesinin gerekli olması” ve 5/2-ç’de “Veri sorumlusunun hukuki yükümlülüğünü yerine getirebilmesi için zorunlu olması” şeklinde ifade edilen hukuksal nedenlere dayanmaktadır.

Toplanan kişisel verileriniz; Şirketimizin insan kaynakları politikaları çerçevesinde ve stajyer/staj yeri ilişkisinin amaçları doğrultusunda, etkili stajyer yönetim ve eğitiminin sürdürülmesi ve geliştirilmesi, stajyerlerin performanslarının ve eğitim gelişiminin değerlendirilmesi, iş güvenliğinin sağlanması ve geliştirilmesi amaçlarıyla staja başlangıç ve stajın devamı sırasında fiziki ve kullanılan bilgisayar programı aracılığıyla elektronik ortamda toplanmaktadır.

**5. Kişisel Veri Sahibinin KVKK’nın 11. Maddesinde Sayılan Hakları**

Kişisel veri sahibi olarak, haklarınıza ilişkin taleplerinizi aşağıda düzenlenen yöntemlerle Şirketimize iletmeniz durumunda Sitemiz talebin niteliğine göre talebi KVKK’nın 13. maddesinin 2. fıkrası uyarınca en kısa sürede ve en geç otuz gün içinde ücretsiz olarak sonuçlandıracaktır. Ancak, işlemin ayrıca bir maliyeti gerektirmesi halinde, Sitemiz tarafından Kişisel Verileri Koruma Kurulunca belirlenen tarifedeki ücret alınabilecektir.

Bu kapsamda kişisel veri sahipleri;

· Kişisel veri işlenip işlenmediğini öğrenme,

· Kişisel verileri işlenmişse buna ilişkin bilgi talep etme,

· Kişisel verilerin işlenme amacını ve bunların amacına uygun kullanılıp kullanılmadığını öğrenme,

· Yurt içinde veya yurt dışında kişisel verilerin aktarıldığı üçüncü kişileri bilme,

· Kişisel verilerin eksik veya yanlış işlenmiş olması hâlinde bunların düzeltilmesini isteme ve bu kapsamda yapılan işlemin kişisel verilerin aktarıldığı üçüncü kişilere bildirilmesini isteme,

· KVKK’nın ve ilgili diğer kanun hükümlerine uygun olarak işlenmiş olmasına rağmen, işlenmesini gerektiren sebeplerin ortadan kalkması halinde kişisel verilerin silinmesini veya yok edilmesini isteme ve bu kapsamda yapılan işlemin kişisel verilerin aktarıldığı üçüncü kişilere bildirilmesini isteme,

· İşlenen verilerin münhasıran otomatik sistemler vasıtasıyla analiz edilmesi suretiyle kişinin kendisi aleyhine bir sonucun ortaya çıkmasına itiraz etme,

·Kişisel verilerin kanuna aykırı olarak işlenmesi sebebiyle zarara uğraması halinde zararın giderilmesini talep etme haklarına sahiptir.

KVKK’nın 13. maddesinin 1. fıkrası gereğince, yukarıda belirtilen haklarınızı kullanmak ile ilgili talebinizi, yazılı olarak Şirketimize iletebilirsiniz. Bu çerçevede Şirketimize KVKK’nın 11. maddesi kapsamında yapacağınız başvurularda yazılı olarak başvurunuzu ileteceğiniz kanallar ve usuller aşağıda açıklanmaktadır:

Yukarıda belirtilen haklarınızı kullanmak için kimliğinizi tespit edici gerekli bilgiler ile KVKK’nın 11. maddesinde belirtilen haklardan kullanmayı talep ettiğiniz hakkınıza yönelik açıklamalarınızı içeren www.sistas.com.tr adresinde bulunan başvuru formunu kullanarak, kimliğinizi tespit edici belgeler ile Cinnah cad. Farabi sok. No:35/1 Çankaya/Ankara adresine bizzat elden iletebilir, aynı adrese noter kanalıyla gönderebilir veya 6698 sayılı Kanun’da belirtilen diğer yöntemler ile gönderebilirsiniz.

VERİ SORUMLUSU

Sistaş Sayısal İletişim Sanayi ve Ticaret A.Ş